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Política de seguridad de la información 
 

Sener, compañía internacional de ingeniería y tecnología cuyo propósito es transformar el mundo desafiando 
los límites de la tecnología, reconoce la seguridad de la información como un pilar esencial para garantizar la 
confianza de sus clientes, colaboradores, empleados y socios estratégicos.  

Consciente de la importancia de proteger la confidencialidad, integridad, disponibilidad, autenticidad y 
trazabilidad de la información que gestiona, la Dirección de Sener establece esta política como marco de 
referencia para todo el grupo, ratificando su compromiso con los más altos estándares internacionales en 
materia de seguridad y ciberseguridad.  

Sener dispone de un Sistema de Gestión de Seguridad de la Información (SGSI) conforme a la norma ISO/IEC 
27001 y al Esquema Nacional de Seguridad (ENS), garantizando un enfoque sistemático para la identificación, 
evaluación y tratamiento de los riesgos asociados al uso de la información y de los sistemas que la soportan.  

En coherencia con la misión, visión y valores de la organización, la Dirección de Sener asume los siguientes 
compromisos:  

• Proteger la información de Sener y de sus partes interesadas frente a accesos no autorizados, pérdida, 
alteración o destrucción.  

• Cumplir con los requisitos legales, regulatorios y contractuales aplicables en materia de seguridad y 
protección de datos personales.  

• Promover una cultura de concienciación y responsabilidad entre todo el personal, fomentando las 
buenas prácticas y la formación continua.  

• Implantar medidas técnicas y organizativas adecuadas al nivel de riesgo, asegurando la mejora continua 
de los controles y procedimientos.  

• Garantizar la gestión efectiva de incidentes de seguridad y la continuidad de los servicios críticos.  

• Fomentar la colaboración con proveedores y socios tecnológicos bajo criterios de seguridad 
equivalentes.  

• Revisar periódicamente esta política y su eficacia, asegurando su alineación con la estrategia 
corporativa y la evolución del entorno digital.  

Esta política es de obligado cumplimiento para todo el personal de Sener, así como para colaboradores externos 
que accedan a sus sistemas o información. La Dirección proporcionará los recursos humanos, técnicos y 
financieros necesarios para el cumplimiento de estos principios y la mejora continua del SGSI.  

Sener pone esta política a disposición de todos sus grupos de interés como reflejo de su compromiso con la 
seguridad de la información, la ciberresiliencia y la confianza digital. 
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